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Beneficiary fraud Is an ongoing headache for trustees of retirement funds

LORRAINE KEARNEY

On the death of a retirement fund
member, the fund trustees, in terms
of section 37C of the Pension Funds
Act, must identity and trace the
member’s beneficiaries. This
process 1s open to fraud.

Karin MacKenzie, the head of the
pension law department at Herold
Gie Attorneys, says: “Our law
recognises a wide range of
dependants who potentially quality
for death benefits from pension
funds. This includes spouses 1n
customary law marriages and

people who were factually
dependent on the member (even
though there was no legal duty of
support). In these circumstances, it
1S sometimes not even necessary to
fabricate a new identity in order to
submit a fraudulent claim. Where
there are no other beneticiaries to
contest the facts, the claim may be
hard to disprove, and it may even be
the Investigation process itselt
which triggers the submission of
false claims.”

MacKenzie says trustees of
pension funds require a certain level
of prootf regarding beneficiaries,

Stealing from the dead may be
taboo in many cultures, but there are
unscrupulous folk who do just that.
To thwart them, you can take steps

which helps to eliminate fraud.
“Beneticlaries are required to
submit sworn statements
confirming their dependency and
relationship to the member. Where
surviving spouses rely on civil
marriages, the marriage certificate
will be required. However, In
marriages under customary law,
claimants will not have certificates
and will have to prove the
relationship through other means.
They may submit confirmation from
the headman of the clan, and in
some cases where the customary law
marriage 1s disputed, the retirement

fund may need to obtain evidence
from an expert in customary law.”
There are Increasing levels of
protection against fraud, she says.
DNA tests, while not unheard of, are
not common. This 1s due, 1n part, to
the expense of the procedure and the
sometimes inconclusive results
when the DNA of the member 1s no
longer available for comparison.
Retirement funds need to put
strict controls in place to guard
against Internal fraud. Counter-
measures include the proper
segregation of functions, a good
control environment, not taking

B IDENTITY THEFT BEHIND MANY CASES OF ESTATES THAT HAVE BEEN DEFRAUDED

anything on trust, lifestyle audits of
emplovees and the interrogation of
changes to the bank account details
ol beneficiaries, MacKenzie says.
Death, marriage and birth
certificates can be cross-checked
with the Home Atffairs databases,
“although 1n cases where that
department’s own records have been
the source of corrupt data it 1s
obviously of limited assistance”.
Dependants are required to
provide atfidavits and, where
necessary, prove their financial
Interaction with the member
through their bank records.

“Other beneficiaries, where these
exist, are advised of the claims of
thelr co-beneficiaries and given an
opportunity to comment. This will
usually expose fraudulent claims,
and at least put the fund on notice to
scrutinise them caretully”

Her words are echoed by David
Hurtord, the director of marketing
and consulting at Fairheads Benefit
Services, who likens it to a moving
feast: “The process of proving
beneficiaries are legitimate is really
strict because of the high level of
fraud,” he says. “We use multi-
tactoral authentitication, but no

steps are foolproot. Ultimately, more
layvers will be added to the process —
as syndicates become aware of a
new layer and how to detraud it, we
need to add another one.”

On a reassuring note, MacKenzie
says that any pavment a retirement
fund makes in respect of a
raudulent claim is an “undue
payment”’, and does not excuse it
rom making payments to the true
beneficiaries once they are
identitied. “The fund is therefore at
risk in the event that it pays out on a
raudulent claim. It has a right of
recovery against the perpetrator.”

What the
government
S doing

In an effort to combat identity theft,
the Department of Home Affairs
(DHA) has stepped up its security
measures through its Online
Fingerpnnt Verification System and
its Home Affairs National
Identification System (Hanis) to
which banks have access.

The department also works
with the insurance industry. In
January, it met representatives of
the South African Banking Risk
Information Centre and the
Financial Services Exchange,
trading as Astute, to discuss

iIdentity fraud, iregular insurance
claims and related crimes.

The DHA has a memorandum
of understanding with life assurer
members of the Association for
Savings & Investment SA to
help tackle the high levels of
fraud plaguing the industry.
Participating companies have a
direct link to the National
Population Register so that they
can verify various aspects of
personal identity and documents
such as death certificates — with

good resullts.
The DHA's Venfication of

Personal Detail system went live
on September 9, 2014, and it has
had some notable successes.
According to Asisa, the number of
Irregular death and funeral clams
detected in 2014 was more than
three times higher than in 2013.

iInhertances distributed to the heirs,
and the estate bank statement is at nil.

When a relative or someone close to
you dies, there are a number of steps
you must follow.

® Get a death certificate. A
document stating the person has died
Is completed by the undertaker, funeral
parlour or doctor. This Is taken to the

to protect your identity and ensure the correct
procedures are followed promptly in the event
of your death, writes Lorraine Keamey.

WHAT AN EXECUTOR OR

FINANCIAL PLANNER CAN DO
¢ Timeously notify credit bureaus

and financial institutions that the client

the estate is worth more than
R250 000, another set If the estate Is
worth less than R250 000.

appointed I1s not an executor and
does not have to lodge formal
estate accounts.

When 1t comes to deceased estates,
there are two main types of fraud:
1dentity theft to obtain a false death
certificate 1n order to defraud vour
estate while vou are alive; and
ldentity theft atter yvour death by
fraudsters pretending to be vour
spouse, your beneficiary or your
executor 1n order to raid your estate.

In the case of 1dentity thetft while
you are alive, fraudsters collect life
assurance and policy payouts that
are due to vou, and 1t vou're draw-
ing a pension, vou will suddenly
Stop recelving it.

Louls van Vuren, the chief exec-
utive of the Fiduciary Institute of
South Africa, says there are two
separate processes that occur on a
person’s death, both of which are
open to fraud. First, there 1s the
estate, dealt with by an executor,
which 1ncludes investments, cash 1n
bank accounts, and fixed and mov-
able property. Second, there 1s
the person’s retirement fund, dealt
with by the fund’s trustees. It there
are no nominated beneficiaries and
no dependants as defined i1n the
Pension Funds Act, the proceeds
from the retirement fund go 1nto
the estate.

Similarly, Van Vuren explains
that in the case of life and funeral
policies, nominated beneficiaries
will be pald out directly. It there are

no nominated beneticiaries, the pay-
outs accrue to the estate.

FALSE DOCUMENTS
To rald vour estate while vou are

still alive, fraudsters may use afalse
death certificate 1ssued by the
Department of Home Aftairs (DHA),
a fraudulent marriage certiticate to
claim half of yvour estate based on
matrimonial property law, or
letters of executorship issued to
fraudsters by the Master’s Office. Or
In the case of a genuine deceased
estate, false beneficiaries may lay
claim to retirement fund death
benefits (see “Beneficiary fraud 1s
an ongoing headache for trustees of
retirement funds”, above).

David Hurtord, the director of
marketing and consulting at Fair-
heads Benefit Services, and Karin
MacKenzie, the head of the pension
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law department at Herold Gile Attor-
neys, both say traud 1s prevalent in
pension benefits, particularly
unclaimed benefits. MacKenzie says
death benefits are typically the most
substantial of all types of retire-
ment fund benefits and are attrac-
tive to fraudsters for this reason.

“IFraud in death benefits] does
seem to be on the Increase,”
MacKenzie says. “It 18 getting pro-
oressively harder to control access
to private mformation in the tech-
nology age, and there are syndicates
that exploit this. There have even
been cases of fake death certificates
submitted to funds where the mem-
ber 1s still alive.

“A slgnificant percentage of
fraud involves the emplovees of a
fund or its administrator, since they
have the necessary access and
knowledge to submit claims or to
effect fraudulent payments to them-
selves. However, most cases of fraud
In pension funds occur in relation to
withdrawal and other benefits — for
Instance, through the submission ot
fake withdrawal forms purporting
to come from the employver.”

For death claims, typically a fic-
titious 1dentity will be set up,
together with a bank account for
receipt of the pavment, and the rel-
evant atfidavits supporting the
claim will be submitted to the fund,
MacKenzie says. If' the fraud 1is
internal, the perpetrators will have
suificient knowledge of the mem-
ber’s details to submit the claim. If
it 1s external, the fraudsters will
have obtained information about a
person’s fund membership from
other sources - 1for 1nstance,
employee benefit statements.

It 1s not unheard of for criminals
to scan death notices In news-
papers, read obituaries and attend
funerals to glean 1nformation
about a dead person that they can
use fraudulently.

Generally with identity fraud,
perpetrators adopt vour identity
after stealing or fraudulently obtain-
ing yvour 1dentity document and
other personal details by means of
physical theft, computer hacking,
credit card cloning or phishing.
They then may use the Information

Department of Home Affairs, which
Issues a death certificate.

® The deceased estate must be
reported to the Master’s Office.
his Is usually done by a person
who has an interest in the estate,
such as a beneficiary. The beneficiary
appoints someone such as an
attorney, accountant or financial
adviser to prepare the documents
required by the Master to lodge
the estate.

® There Is one set of documents
if there I1s a will, another set if there Is
no will.

® There is one set of documents if

® If an executor is nominated in the
will, the Master will usually appoint that
person (or Institution) and I1ssue a letter
of executorship to that person.

® If no executor Is nominated in the
will or there is no will, the Master will
appoint an appropriate person as
executor. In such a case, the Master
may consult a surviving spouse or
other beneficianes before making
the appointment.

¢ If the estate 1s worth less
than R250 000, a letter of authority
will be issued by the Master, usually
to a family member, to pay the debts
and distribute the assets. The person

® The executor must keep In
contact with the Master and must
lodge the estate accounts (the so-
called liguidation and distnbution
accounts} within six months of
being appointed.

& If there 1s no will, a next-of-kin
affidavit must be lodged with the
Master; if there Is no spouse or
children, the executor must look for
other beneficiaries. This means that, In
the absence of a will, even a distant
family member may inherit.

@ The executor must lodge the final
documents with the Master after the
estate’s creditors have been paid, the

IS deceased:
to the deceased client;

surviving spouse access to and
custody of all important documents,
Including identity documents,

birth certificates and passports,

and that these documents are
secure;

media platforms, such as Facebook,
Twitter and LinkedIn, are closed: and

important documents attached, such
as tax returns, are secure.

¢ Have a list of all assets belonging

¢ Obtain from a family member or

® Ensure the deceased’s social

& Ensure emalls sent with

You can take the following steps to
prevent your estate being defrauded:
@ Draw up a will.
¢ Appoint a professional executor.
¢ Guard and protect your
personal information.

such as wills and trust documents, in
safe custody.

¢ Avoid discussing your personal
iInformation with strangers.

to complete the reporting documen-
tation required at the Master’s
Otfice tor the letters of executorship
or authority.

“In many 1nstances, clients lose
thelr identity documents, and these
may fall into the hands of crime syn-
dicates who use them to conduct
criminal activities,” Mayihlome
Tshwete, spokesperson for the DHA,
says. “These would include creating
fake IDs to access services they are
not entitled to.”

MORE PREVALENT
Sankie Morata, the chalrman of the

Financial Planning Institute of
Southern Atrica, says 1dentity theft
has become more prevalent across
the board. Financial planners need
to be aware of this and to protect the
Interests of their clients.

¢ Keep your important documents,

¢ Report lost documents as soon
as possible with the relevant
authonties, namely the police and the
Department of Home Affarrs.

¢ Pay attention to random
communications or phone calls.
Don’t ignore calls about life or funeral
policies you are said to have taken
out; If someone Is calling you about a
policy you are not aware of, follow up
with the provider to ensure your

Identity theft after the death of
an individual can make winding up
the estate far more challenging,
Morata says.

There are cases of people being
reported dead when they are still
very much alive. “Criminals go to
the extent of reporting the estate to
the Master’s otffice based on a ficti-
tious death,” he says.

A related crime 1s life or funeral
Insurance fraud. Once fraudsters
have vour personal details, Morata
says, they can “take out funeral poli-
cles on your life and then submit
take death claims”.

Fraud has the potential to ruin
people’s lives and negatively atfect
the viability of assurance providers,
Lee Bromtield, the chief executive of
FNB Life, says. Access to the
National Population Register (see

WHAT YOU CAN DO TO PREVENT FRAUD

iIdentity has not been stolen.

¢ Never give anyone your 1D book
or card as secunty when applying for
credit. A reputable lender would never
ask you to do such athing.

¢ Only take out life or funeral
Insurance from a reputable provider.

¢ When you discard any
documents with personal information
on them, either shred or burn them.

& Make sure that any pension fund

“What the government is doing”,
right) has been important for the
assurance industry and consumers
In general, he says “The collabora-
tion helps us to etficiently monitor
funeral insurance lapses and reduce
ldentity fraud. It 1S now easler to
check 1t policyholders are deceased
or alive. We have drastically
improved the detection of fraudu-
lent claims.”

Bromfield says even though
Insurers can now use the National
Population Register to verity certain
Information, it 1s important for
policvholders to keep updating
thelr contact details and those of
thelr beneficiaries.

Morata cautions: “The only way
to lessen the chances of an estate
being taken from its rightiul heirs 1s
for the executor to tollow the rules

to which you belong has updated
details of your dependants and
beneficianes.

card to the Southern African Fraud
Prevention Services
(www.safps.org.za) on 011 867 2234 or
safps@safps.org.za.

(quarterly) to ensure that no one has
managed to obtain credit in your name.

¢ Always report a stolen 1D book or

¢ Check your credit report regularly

and regulations of the Acts appli-
cable to administering estates
strictly and to be alert to the possi-
bility of fraud.”

Financial planners, Morata says,
should always have appropriate
measures 1n place to ensure the con-
trol and protection of their clients’
Information, 1in line with the Protec-
tion of Personal Information Act.

DON’T BE AVICTIM
To lessen the chances of becoming a

victim, Morata advises that report-
ing documentation to open a
deceased estate 1s lodged with the
Master’s Otfice as soon as possible.
According to the Administration of
Estates Act, the estate of a deceased
person must be reported to the Mas-
ter within 14 days of the date of
death by any person with control or

In 2014, 7 360 fraudulent
claims were stopped, compared
with 2 093 in 2013. The value of the
fraudulent claims in 2014 was
slightly lower at R402.8 million,
compared with B524.6 million
in 2013.

“We learnt from Astute that, In
one instance, an insurer was able
to pick up that some death
certificates submitted were
fraudulent. Through verifying
directly with Home Affarrs, the
INsurer was able to detect that
these death claims were Iin fact for
iIndividuals that were still alive.
Payment of fraudulent claims in
excess of R700 000 was
therefore successtully stopped,”
the DHA says.

Through the Venfication of
Personal Detall system, assurers
were able to save on investigative
and forensic costs related to
fraudulent claims, it adds.

possession of any property or docu-
ment being or purporting to be a
will, of the deceased.

In protecting your assets for your
beneficilaries, it 1s important to draw
up a will and appoint a protessional
executor. It 1s generally agreed that
the cost of a protessional executor
outwelghs the risks of not having
one, given the complexity involved
In winding up an estate and the
potential tor fraud.

In the event of yvour dyving and a
fraudster turning up bearing a mar-
riage certificate, whether that per-
son can stake a claim to your estate
depends on whether the Master
accepts the document as authentic
or not. An application can be made
to declare the marriage certificate
fraudulent. Witnesses can be called,
but it 1s a legal process and a court
order must be sought.

Van Vuren points out, however,
that vou don’t inherit automatically
on the basis of a marriage certifi-
cate. A spouse 1Inherits either under
a will or under the rules of 1Intestate
succession (when vou die without a
will). This i1s vet another reason to
draw up a will.



